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Latest Product Updates
Symantec CloudSOC

Control Access to Office 365, G
Suite, or Other Sanctioned Apps from
Unmanaged Devices
Learn more about the CloudSOC™ Mirror Gateway, a new technology
that can enforce visibility, DLP, threat protection, and access policies
inline over users from unmanaged endpoints.

Learn More

The 2019 Cloud Security Threat
Report (CSTR)
Get the inaugural report and learn how organizations are adapting to
evolving cloud threats, probing issues such as visibility, loss of control of
data, and immature security practices. 

Findings:

Seventy-three percent of firms had cloud incidents due to immature
security.
Sixty-three percent of security incidents have occurred in the cloud
in the past 12 months.
Sixty-nine percent of survey respondents think their data is likely
already on the dark web for sale.

Learn More

Upcoming Webinar - The 2019 Cloud
Security Threat Report (CSTR)
Join Cloud security experts, Jim Reavis, Co-Founder & CEO at Cloud
Security Alliance, and Kevin Haley, Director Security Technology and
Response at Symantec as they discuss:

Key findings from the 2019 Cloud Security Threat Report
Real world examples of security threats and whether the perception
of cloud security matched up to the evolving cloud threat.
Emerging trends in cloud security that can help you respond to the
evolving attack surface.

Register Now

New! Monitor and Remediate
Configuration Issues in AWS
CloudSOC now integrates with Symantec Cloud Workload Assurance to
provide configuration monitoring and S3 bucket exposure remediation
directly from the CloudSOC Securlet for AWS.

Learn More

New! Create Policies Based on
Anomalous User Behavior
You can now create policies based on detectors of anomalous user
behaviors such as anomalous activity times or logins, anomalous variety
of activities, or anomalously large volumes of data. For more information
see the Responding to Incidents with Protect section of the Using the
Detect App Tech Note in your CloudSOC Knowledge Base. 

Learn More

On-Demand Webinar - How to Build a
Cloud Center of Excellence
Gartner security industry analysts recommend the establishment of a
Cloud Center of Excellence (CCoE) within every organization, as
represented by a cross-functional team of people responsible for
developing and leading cloud strategy, governance, and best practices.
While Gartner and other sources offer high-level strategy ideas for
organizations, this webinar is intended to be more tactical with real-world
examples and suggestions for execution.

Watch Now
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